How to Get Your Certificate After It Is Approved

Generally, three or five days after you request the certificate online, you will receive a email from
ihepca@ihep.ac.cn, which looks like the following snapshot:

OpenCA Certificate information

ihepca at 10:38:37 Oct 30, 2014 (Thursday) ¥ Related Mail Delete | Reply all | Forward  Options

send to yant

Dear Customer,

your certificate with the serial number 485063299151091945040053 and the DN CN=Tian Yan,C=IHEP,QU=PHYS,0=HEP,C=CN was
generated. You can download it now from our server at the URI:

Please use the serial number. You can either follow the proposed link to import
the certificate directly from the server (no action regquired from you):

https://cagrid.ihep.ac.cn:443/cqgi-bin/pki/pub/pki?cmd=getcertekey=485063299151091945040053&type=CERTIFICATE

Please, import the CA certificate (or the PRI chain) from our server
to check the correctness of your certificate:

Please remember to keep at least one safe backup of your private
key: if wou"ll lose it you'll not be able to read the crypted
messages you received so far.

Sincerily Yours,
HEP Security Staff.

Please use the web browser (which you requested the certificate before) to open this email, click the second URL (marked
in red), the certificate will import to your web browser directly.

You can confirm it by the following step: (we take Firefox as an example)
First open the “Options” (1% 15i) of Firefox (snapshot blow),
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Then choose “Advanced” (12)), and choose “Certificate”(ilFf3),  click “View proxy” (EHIUEF):
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Then you will see the following Certificate Manager, choose “Your certificate” (& HJiE5),  you will find your certificate is
properly imported.
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Choose you certificate, click “Backup” (£5173),
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and then input the file name you want to save as. Then the browser will inform you to input a password. Please write
down your password to somewhere safe.

This password will be used when you import the .p12 file (your certificate) to another web browser, or generate .pem files
from this .p12 file.
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